Frequently Asked Questions (FAQ)
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GENERAL

G1Q:  I see the User’s Manual online.  This is useful in helping navigate through eMILPO.  However, where can I go to get more detailed functional guidance - such as general rules, references, and actual work center responsibilities?

A:  More detailed functional guidance can be found on the Field Systems Division’s web page at URL: https://www.perscomonline.army.mil/fsd/index.htm
G2Q:  What is eMILPO?

A:  eMILPO is the replacement system for Super-Server (SIDPERS-3).  It is the next generation Army personnel database and is the Army's bridge to Defense Integrated Military Human Resource System (DIMHRS).  eMILPO is accessible 24/7 by all echelons of field users worldwide, and will facilitate the Active Army's transition to DIMHRS by consolidating the various separate installation level databases into one single database.  eMILPO will improve the quality and timeliness of personnel data and introduce automatic triggers for workflow processes that will reduce redundant tasks and eliminate paper where possible.  Workflow processes will automatically prompt the user to complete important functions as well as allow the user to receive work from other users.  Using COGNOS, an on line analytical processing tool for reports and queries, will give the user flexibility in tailoring standard reports to suit local leaders' needs.  eMILPO is also a key component of the G-1's Transformation because it links the Army's personnel to the Internet.

G3Q:  Where can I get more information on eMILPO?

A:  There are several sources of information available on the Internet: 

·  http://www.eis.army.mil/ahrs/ahrs.asp
· https://www.perscom.army.mil/fsd/emilpo1.htm
G4Q:  How do I receive training on eMILPO?

A:  There are three "pillars" of training:

· Performance Support System (PSS) Training - specific technologies are used to assist the user in using the eMILPO application.  These include ALT tags (tool tips to provide definitions for data elements used on the page), mouse-overs (for command and navigational buttons), rule-based warning messages (to provide informational messages to eliminate human error and data entry errors), online help (to assist the user with the current page's operation), and a comprehensive embedded help.

· Web-Based Training (WBT) - an online course can be taken to provide the user with the full spectrum of functional training.

· Institutional Training - institutional training will be integrated into the current programs of instruction (POI) at the Soldiers Support Institute (SSI) and will be tailored to meet the school's requirements for a basic orientation capability.
G5Q:  Will any security training be conducted?

A:  Yes.  Initial security training will be provided through the eMILPO Security Features User's Guide (SFUG) and the eMILPO Web-Based Training (WBT).

G6Q:  Where did the requirements for eMILPO originate?

A:  Requirements for eMILPO were gathered from a variety of sources, to include: Replicating SIDPERS-3 Title 10 functionality, where it made sense to do so; Conducting User Reviews, in which the contractor presented their understanding of the requirements, and user participants provided feedback; Working sessions between the contractor and Field Systems Division (FSD); Subject Matter Experts in the personnel community.

G7Q:  How do I submit a change or an enhancement to a requirement for current functionality?

A:  Complete DA Form 5005-R (ECP-S) and submit to your leader or commander for approval.

G8Q:  How do the updates to a soldier's record in eMILPO get transmitted to other relevant systems?

A:  eMILPO interacts with a number of systems by receiving data from, or sending data to, these systems.  The only interface that eMILPO will "push" transactions to is TAPDB; the other outgoing interfaces will "pull" information from eMILPO via COGNOS and the AHRS Enterprise Datastore portal, or via the secure eMILPO FTP server.
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eMILPO ENHANCEMENTS

EE1Q: What are the major enhancements to eMILPO that were not in the SIDPERS-3 application?

A:  The major enhancements include:

· Behind-the-scenes transaction processing

· Data entry detection

· Error-detection and identification

· Sign-of-life
· Slotting
· Unit Readiness
· Workflow
EE2Q:  What is behind-the-scenes transaction processing?

A:  eMILPO is a function-based system, unlike its predecessor, which was transaction-based.  This means that eMILPO will automatically send the appropriate transaction for the function that is being performed.

EE3Q:  What is data entry detection?
A:  eMILPO detects data entry on the web pages that permit data entry, and prompts the user to save or discard the data before exiting the page without saving.

EE4Q:  What is error detection and identification?

A:  eMILPO decreases the chance of "human error" before saving information to the database by providing validations for data entry errors and business logic on the web page.  The user can make corrections in real-time, without waiting to receive a report days later, notifying the user of their mistake.

EE5Q:  What is the sign-of-life?

A:  A unit will be able to arrive or attach all active duty soldiers and mobilized Reserve Component soldiers with proper orders regardless of whether or not the departure transaction was sent from the losing unit.  The Sign-of-Life principle means that any user will be able to claim accountability of a soldier standing in front of them.  Since a central combined Army database will be used, the need to wait on data to be transferred from one installation to another (and the "temporary" record) will be eliminated.

EE6Q:  How will eMILPO handle the slotting capability?

A:  eMILPO provides the capability to slot soldiers by comparing the soldier's qualifications with the requirements of the document.

EE7Q:  What is workflow processing?

A:  eMILPO produces task notifications via workflow processing to prompt strength accounting events.  Workflow provides authorized users with automatic notification of task actions, which are actions that a user needs to perform for soldiers within their unit(s).  

EE8Q:   Will accountability in a deployed theater and task forcing be included in eMILPO?

A:  No, a separate robust deployment system should be available in the near future.  AHRC is actively engaged in communications with deployed personnel units to establish requirements that best support the deployed theater.

EE9Q:   What is easiest way to find a definition for a term used on an eMILPO web page?

A:  Place your mouse over the term in question and click.  Clicking on the term (known as a data element) will activate a minor window displaying the definition of the data element.  You can also click on the "Help" button on the top of every screen, and select "E-MILPO Terms" to go to the alphabetical listing of terms for the entire application.



LOGIN AND ACCESS CONTROL

LA1Q:  How many times can I log in per session?

A:  The eMILPO application allows only one live login per session.  If you are already logged in, and another person attempts to login using your User ID, both of you will be locked out for 15 minutes.  This is called a duplicate login.  You should never share your login account with another user.

LA2Q:  I have an AKO account and an eMILPO account, but I still cannot log in.

A:  Your account may have been locked because of a duplicate login.  Please contact your System Administrator.  A duplicate login may occur for one of the following reasons:

1. Another person attempts to login using your User ID at the same time that you are logged into the eMILPO system.

2. You did not properly logout of the eMILPO system by using the “Exit” button on the top portion of each eMILPO screen, and then login again.

LA3Q:  I tried to log in a couple of times, but have been unsuccessful.

A:  Please note that User Name is not case sensitive, but Password is case sensitive.

LA4Q:    I have not been using eMILPO for a while and now I cannot log in.

A:  eMILPO user accounts are locked after 30 days of no usage.  eMILPO user accounts are also identified with a begin date and end date for authorized access.  You may be trying to access the system outside of the authorization window specified by your System Administrator.  Please contact your System Administrator so that your access can be unlocked or renewed.

LA5Q:  Once I am granted access, does that mean that I can access all functional areas within eMILPO?

A:  You will only be able to access the functional areas for which your System Administrator has approved you for access.



USER REGISTRATION

UR1Q:  How do I establish an eMILPO account?

A:  You will need to use your AKO ID and password to navigate to the AKO Home Page and click on the AHRS Portal link from the AKO Home Page.  Click on the User Registration link from the AHRS Web Portal page to access the User Registration page.  Complete the E-MILPO Access Request Form and obtain the signature of your leader, manager, or supervisor before submitting the form to the System Administrator for your unit.  The System Administrator will approve or deny access based on eMILPO security requirements.

UR2Q:  How do I establish an AKO account?
A:  An AKO account can be established by logging onto www.us.army.mil.  You can then identify yourself as a new user and fill out a request form.  You will be asked to provide a password and submit the request form.

UR3Q:  Can anyone with an AKO User ID, who is also associated with a UIC, have access to eMILPO?

A:  No, only those users with appropriate command authorizations, based on job and mission requirements with a need-to-know, will be granted access.

UR4Q:  Who will the users of eMILPO be?

A:  The system users for eMILPO will include a wide range of soldiers and civilians in varying grades and Military Occupational Specialties (MOS), with needs ranging from awareness to specific training.

UR5Q:  Why do I need an AKO User ID to access eMILPO?

A:  Several security features have been put in place for eMILPO security.  One of these features is having a secure AKO User ID and password before even registering for access to eMILPO.  The user must also be associated with a UIC in order to be considered for access.



PERSONNEL SERVICES

PS1Q: How do I add an authorized dependent?

A:  The System of Record for authorized dependents is DEERS, the Defense Enrollment Eligibility Reporting System.  When you enter a new dependent in DEERS, or change a current dependent’s information, it will automatically update eMILPO within 2 hours. 

PS2Q: What should I do if my spouse and children appear on my DD Form 93, Emergency Notification, twice?

A: This occurred during the database migration, when data was copied from SIDPERS-3 Super Server and DEERS to eMILPO.  This may have caused dependents to appear twice.  Since DEERS is the System of Record for authorized dependents, the dependents from DEERS will appear as ‘authorized’ dependents in eMILPO.  The dependents from SIDPERS-3 Super Server will appear as ‘non-authorized’ dependents in eMILPO.  Perform the following steps to remove the duplicate spouse and children:

1. At the Family Member function, delete the non-authorized dependent duplicate record.  Note: If the family member to be deleted is identified with Emergency Notification or Servicemen’s Group Life Insurance, you will be asked to remove them from those functions first, then remove them from the Family Member function. 

2. You will then want to verify that the DD93, Emergency Notification, as well as, SGLI forms are correct and up to date.  

PS3Q: Can I issue a Unit Award to an entire UIC?

A: No, not at this time.  They must be awarded individually.

PS4Q: What is the purpose of the Family Member function?

A: This function allows you to add and maintain non-authorized dependents or display authorized dependents.  The family members you add here will be available within the Emergency Notification and Servicemen’s Group Life Insurance functions to designate on the SGLI and DD93 without having to retype all the information.
PS5Q: I get an error message when I try to access the Military Spouse function for certain soldiers.  Why?

A: Check the marital status of the soldier to ensure it indicates MARRIED.  If the soldier is listed as single then you cannot access the Military Spouse function.

PS6Q: Why are only some dates editable?

A: To maintain data accuracy, dates derived from other authoritative sources in eMILPO (i.e. RETAIN-ETS dates, Finance BASD dates) are read-only.

PS7Q: What is “Designation by Relationship” and why would I choose it?

A: It is an easy way to designate all your children as beneficiaries without having to list them individually on the form.  Children born to you in the future will be included automatically as beneficiaries without having to update your SGLI.

PS8Q:  I can’t access the Professional Certification function for certain soldiers.  Why?

A:  Only an officer’s record can be updated using this function.

PS9Q:  What is the maximum number of suspension of favorable personnel actions allowable on a soldier in eMILPO?

A:  The maximum number of suspension of favorable personnel actions allowable on a soldier in eMILPO is unlimited.

PS10Q:  Who is responsible for removing the SFPA “PA” (Cdr decision to block automatic promotion to PV2, PFC, SPC)?

A:  eMILPO will automatically remove the SFPA “PA” one day after the automatic promotion should have occurred.  The SFPA type will be “PE” (final other).

PS11Q:  IF I submit an APFT score that indicates a soldier failed, will eMILPO automatically submit a SFPA transaction?

A:  No, the SPFA is a separate action; you must proceed to the eMILPO main menu, select Suspension of Favorable Personnel Actions, and submit the appropriate SFPA transaction.

PS12Q:  After logging into Personnel Management Tests in eMILPO, the soldier I accessed had an ASVAB Test as a current Personnel Management Test. 
A:  This problem is a result of erroneous data received by eMILPO during data migration.  Simply delete the erroneous ASVAB Test.

PS13Q:  After logging into ASVAB Tests in eMILPO, the soldier I accessed had an ASVAB Test recorded that had been rescinded. 

A:  eMILPO will maintain all tests taken.  In some cases, the test recorded on a soldier will reflect a test that has been rescinded.

PS14Q:  I erroneously submitted a Qualification Form in Weapons Qualification; can I edit the Qualification Form and submit the correct form?
A:  No, the Qualification Form cannot be edited in Weapons Qualification.  If you submitted the wrong Qualification Form, you must delete the entry and resubmit the transaction.

PS15Q:  Can I perform one or more actions on the Emergency Notification Listing page for a selected soldier?

A:  Yes, after all selections have been made click "Submit" to proceed.  The system will display the Emergency Notification - Soldier Data page for the first selected action and will loop through all selected actions.  The system will return the user to the Emergency Notification Listing page after all selected actions are completed and update the Status column, listing all completed actions and add any new notification data for the selected soldier.

PS16Q: What is an Authorized Dependent and Not Authorized Dependent?

A: Authorized Dependents are authorized to receive military entitlements.  These dependents are provided to eMILPO by the Defense Enrollment Eligibility System (DEERS) interface.  A Not Authorized Dependent is a dependent not authorized for military entitlements.

PS17Q:  In Emergency Notification, can I select someone other than a family member as a beneficiary for Six Months Gratuity Pay?

A:  If the user selects a relationship other than Mother, Father, Brother, Sister, Half-Brother, or Half-Sister, the system will produce a message notifying the user that only the above should be designated as beneficiaries.  However, the user may override this message and continue.

PS18Q:  Can I change all addresses listed for a soldier?

A:  No, the system will not permit the update or removal of Home of Record and Entered Active Duty address types.

PS19Q:  Where is the AEA update screen?

A:  User must go into the Assignment Considerations and AEA module to update Enlisted Soldiers’ AEA codes. eMILPO is generating certain AEA codes (A,B, and C) behind the scenes when users enter a derogatory duty status such as Absent without Leave, Captured or Confinement. Also keep in mind that stabilization due to deployment and return  (AEA Codes K,N, and R) are generated as a result of deployments being entered in the PERSTEMPO application..



PERSONNEL ACCOUNTING                                                                 
PA1Q:  I have a soldier with valid Department of the Army PCS orders in-processing but he has not been departed from his losing command.  Can I arrive the soldier?

A:  Yes.  After validating the orders and assignment instruction, use the Soldier Arrival function to process the arrival.  This is called the Sign-of-Life.

PA2Q:  When would I use the Mass Arrival function?

A:  You should use the Mass Arrival function to arrive a group of soldiers who have the same arrival date and are being assigned to the same UIC.  Soldiers must have valid assignment instructions or have been properly departed by their losing commands before using this function.
PA3Q:  I have a list of soldiers that I want to arrive in eMILPO using the “LOAD” option.  What is the proper format?

A:  The file must contain a list of SSNs (one per line) for each soldier to be arrived and saved as a “txt” file.  Also, ensure that there is not an extra blank space at the end of the txt file.  If there is an extra blank line, eMILPO will not load the file.  Ex:  Manifest123.txt

PA4Q:  If the dependents arrive at the overseas command after the soldier/sponsor, what date should I use as the arrival date for the dependents?

A:  The dependent arrival date must not be prior to the arrival date of the soldier and must not be after the calculated Date Expected to Return from Overseas (DEROS)

Date. 

PA5Q:  Can I attach a soldier to more than one unit at a time?

A:  Yes.  If the soldier is currently attached to a unit, the system will display the soldier’s current and open attachments and prompt the user to determine whether the open attachments should be terminated.

PA6Q:  Is there a maximum number of attachments for each soldier?

A:  Yes.  The maximum number of current attachments is three.

PA7Q:  When attaching soldiers, do I need to input an “Attachment End Date”?

A:  No.  The user has the option to enter or not enter a date for this block.  The date entered can be a future date.

PA8Q:  How can I release soldiers from attachment from my unit?

A:  Releasing soldiers from attachment is done within the attachment process.  In the “Attachment Listing” screen, the system will display the soldier(s) current open attachments.  Enter a date in the “End Date” box and select “Submit” to save.  If a future date is entered, the system will automatically release the soldier from the attachment on the date specified.

PA9Q:  How do I return a soldier to PDY that has been Dropped from the Rolls for AWOL?

A:  Select “Return from DFR/DFS” on the main menu.  Enter the required information and save the record.  See AR 630-10 for further actions required.

PA10Q:  How do I DFR a soldier who never arrived at my unit?

A:  The soldier should be on your Accountability Report as a Failure to Gain.  Verify with the losing command that the soldier did in fact depart their command.  Follow the procedures outlined in AR 630-10 to determine the whereabouts of the soldier.  If it is determined that the soldier is in fact Absent Without Leave (AWOL), change the duty status from In-Transit to AWOL.  The Assigned-Not-Joined (ASNJ) function was removed from eMILPO.  The duty status change to AWOL will replace the ASNJ function.  Remember, on the 31st day of AWOL verify the soldier’s status, and submit the DFR duty status change.  

PA11Q:  I have a soldier that will be transitioning at my installation from another installation, what do I need to do? 

A:  Obtain a copy of the orders directing the soldier to proceed to your Transition Center.  Arrive the soldier per the orders and proceed with the Transition/Loss to the Army.

PA12Q:  Is a soldier on Terminal Leave counted against the losing unit’s strength?

A:  The soldier is still counted against the losing unit’s strength until the soldier’s actual day of separation/loss.  

PA13Q:  What are MPA Type and MPA Reason Codes?

A:  The Major Personnel Action Type code determines how soldiers are counted in the active Army strength.  The Major Personnel Action Reason code explains why the soldiers were ordered to active duty, such as Presidential Selective Reserve Call-up or Partial Mobilization, or Mobilization.  eMILPO has a drop-down box that displays MPA values and their long titles.

PA14Q:  What procedures should I take if the mobilizing UIC is not a valid UIC?

A:  Contact the FSD/EDS Helpdesk immediately.

PA15Q:  What day can I demobilize a unit?

A:  You must perform the task on the day the unit is to demobilize as stated on the demobilization orders.  No future dates can be entered into the system.  

PA16Q:  Will the user be able to slot soldiers that are in a Multi Component Unit (MCU)?

A:  Yes, the user will have the ability to slot all personnel in the unit as long as there is a current TDA/TOE document present on the system.

PA17Q: How and when does the user attach RC soldiers? 

A:  All RC soldiers serving temporary duty with active Army or mobilized Guard/Reserve units will be attached to the temporary duty unit in eMILPO.  This includes soldiers serving on active duty for Initial Active Duty Training (IADT) (includes Basic or Advanced Training), other Active Duty Training ADT, Temporary Tour of Active Duty (TTAD) for 30 Days or more, for special projects, or serving as an Active Guard/Reserve (AGR) under provisions of USC Title 10.  The user must follow the Reserve Component Accounting and Attach RC Soldier screen paths to further attach RC soldiers.  RC soldiers on active duty (federalized) in support of a contingency operation or any stage of mobilization must be mobilized not attached.   
PA18Q:  I have used Attach RC Soldier correctly to attach a soldier for one of the reasons stated above.  Now, the soldier must be further attached to another unit.  Which eMILPO module do I use?

A:  Use Attach RC Soldier Module.

PA19Q: How will the user release a soldier from RC Attachment?

A:  If there was no End Date input into the first transaction of attachment, then the user must open the current attachment and input an End Date.  The End Date may be updated if the soldier signs out early or stays longer.

PA20Q:  How will RC soldiers be mobilized in eMILPO?

A:  eMILPO will not require TDR datasets to mobilize RC soldiers; therefore, the user no longer needs to wait for a “pending gain record”.  eMILPO software will query the Integrated Total Army Database (ITAPDB) and populate the eMILPO record.  The first step creates an abbreviated record in eMILPO and an overnight process completes the record.  The user must follow the “Reserve Component Accounting” screen path to mobilize soldiers.

PA21Q:  How will the user individual mobilize soldiers?

A:   Officers and other RC soldiers mobilized as individuals are mobilized in eMILPO using the “Reserve Component Accounting” screen path.

PA22Q:  Can the user mass mobilize RC unit members?

A:  Yes.  There are two methods.  

1. Select UIC and unit members in the selected UIC will appear on the screen.  The user selects those soldiers who actually arrived with the unit, follow the prompts on the screen, and eMILPO will automatically continue the process.  

2. Use a diskette with a text file of individual SSNs of the mobilized soldiers; select the ‘LOAD’ button in eMILPO and the system will automatically load the SSNs. 

PA23Q:At the time of mobilization, are Authorizations based on MTOE/TDA pulled over in addition to the personnel data on the Soldiers?

A:  No, currently only personnel data and not Authorization data is brought into the eMILPO database at the time of mobilization.  However, an initiative to populate the 
authorization data in eMILPO is being pursued so that Mobilized Units will be able to see their HRAR/UMR.
PA24Q:  What is the purpose of the RC Transition to Active Duty module?  

A:  The RC Transition to Active Duty module is used to activate RC soldiers who transfer to the Active Army and count toward the Active Army’s strength.  This includes recalled retirees (mobilization or other reasons), soldiers ordered to active duty on Extended Active Duty (EAD) tours under the provisions of USC TITLE 10 12301 (d) for one or more years, and RC soldiers who transfer directly from the RC without processing through the recruiting system. 

PA25Q:  What module is used to transition Reserve Component Soldiers back to Reserve Component? 

A:  The user must follow the Reserve Component Accounting and Soldier Demobilization screen paths to transfer/transition RC soldiers back to the Reserve Components.  Following the correct screen path is very important to ensure that soldier data is transmitted back to the RC.  Do not use this module to discharge RC soldiers who will not return to RC status.  Use the Personnel Accounting and Transition/Loss screen paths to discharge these soldiers.  

PA26Q:  How is temporary change of station (TCS) reported in eMILPO?

A:  The business rules for TCS soldier personnel accounting have changed.  The previous procedures departed the TCS soldier from the assigned unit and the soldier was arrived to the TCS unit.  When the TCS period ended, the accounting process was reversed.  Under eMILPO, the attachment/ release from attachment process will be used to account for the soldier.  TCS attachments are identified by an attachment reason code.  Care must be taken to ensure that the proper code is entered to identify the attachment reason.  The system provides a drop down box that displays authorized values and provides value descriptions.

PA27Q:  How can I access the AAA-162 Unit Personnel Accountability Report (UPAR) Summary?  

A:  You must go to the “REPORTS” module that is located under “EMILPO” on the AHRS Portal Page.  

PA28Q:  How can I run the AAA-166 Military Labor Report for Active/Mobilized units only?

A:  Currently, eMILPO does not provide this capability; you must run the report by selective UIC(s) maximum 15 under your hierarchy or child UIC(s) of a selective UIC.

PA29Q:  I attempted to update a soldier’s duty assignment history and received a message that indicated the duty assignment history didn’t fall in the range of the assignment history.  I attempted to delete the duty assignment history, but I received the same message; what can I do to resolve this problem?

A:  This problem is a result of erroneous data received by eMILPO during data migration.  To correct the data you must delete the entire assignment history associated with the erroneous duty assignment, delete the duty assignment and re-submit the correct data.  

PA30Q:  It has been brought to my attention that a soldier’s Duty Status history is incorrect, how is it corrected?

A:  You must first REMOVE all of the Duty Status entries up to and including the erroneous Duty Status and then rebuild the history with the proper entries.
PA31Q: How do the radio buttons for Assigned versus Attached soldiers on the Soldier Selection pages work?

A:  If you search by SSN or Last Name and select the Assigned Soldiers radio button, you will see soldiers assigned to units within your hierarchy.  If you search by UIC and select the Assigned Soldiers radio button, you will see soldiers assigned to that unit.  If you search by SSN or Last Name and select the Attached Soldiers radio button, you will see soldiers attached to units within your hierarchy.  If you search by UIC and select the Attached Soldiers radio button, you will see soldiers assigned to that unit that are attached to units within your hierarchy.  You will not see soldiers attached to the unit that you used in your search.
PA32Q:  Will I need to slot the soldier upon arrival?

A:  If the soldier is not slotted within 5 days of his/her arrival to the new unit, the system will create a workflow task for the appropriate S1 Office Manager.

PA33Q:  Why doesn’t eMILPO allow me to enter a Gaining UIC on the Transition

Screen for those soldiers going to the IRR or retiring soldiers?  SIDPERS-3 required that we put in a Gaining UIC.

A: Even though SIDPERS-3 forced the clerk to enter a UIC when following the transition path (not discharge), there is no real UIC for individual soldiers who will not be transitioning to a reserve component (RC) unit.  
No UIC is required for soldiers who are:
 

a. Being discharged from the Active Army without any further service 
obligation.

b. Transitioning from the Active Army with remaining service obligation, but is 
not transferring/returning to a Reserve Component or National Guard unit. 

However, a UIC is required in the separation/transition action if:


a.  The soldier (enl, off, or wo) has an enlistment contract to join a Reserve Component or National Guard unit.
b.  Or the soldier was mobilized for a contingency operation and is now being 

released back to his/her RC unit after completing the active duty tour.



REASSIGNMENTS

RSG1Q:  How do I depart a soldier?

A: You must follow the PCS Departure and Departure screen paths to depart a Soldier for PCS. If Assignment Instructions are present the system will display the Soldier data page pre-populated with the existing values of the selected Soldier’s record from the Assignment Instructions. If Assignment Instructions are not present, the user must fill in departure information. Do not use this module for intra-battalion departures.
RSG2Q:  How is the DLOS date calculated?

A:  From CONUS to CONUS or CONUS to OCONUS the clerk inputs the # of TDY days and Leave days then clicks the CALCULATE button, the system will generate the DLOS based on the soldier’s report date. 

A:  From OCONUS to CONUS or OCONUS to OCONUS the clerk inputs the # of TDY days and Leave days then clicks the CALCULATE button, the system will reset the report date based on the DEROS and generate a DLOS transaction equal to the DEROS date.  In the event of Non-EDAS assignments, there will not be any report date.  The user is required to put in a placeholder report date for the calculate button to work as outlined above. 

RSG3Q:  How do I change the DLOS or Report date after a soldier receives a deferment?

A: The reassignment clerk must go back into the HQDA reassignment section and click on the CALCULATE button to recalculate the DLOS if CONUS and Report Date if OCONUS.

RSG4Q:  PSC Reassignment Chief- What action(s) must I perform with system interface generated reassignment workflow (Reassignment Notification)?

A:  Forward the workflow to the reassignment clerk or process the notification yourself.

RSG5Q:  PSC Reassignment Clerk – What action(s) must I perform with system interface generated reassignment workflow (Reassignment Notification)?

A:  Open the Reassignment notification and research the assignment to ensure the soldier is eligible for the assignment.  Input the appropriate data in the PSC areas of the reassignment notification and schedule the soldier’s reassignment briefing.  After all the information is complete click the submit button and the reassignment notification is sent to the Battalion S1 Chief.

RSG6Q:  Battalion S1 Chief – What action(s) must I perform with the system interface generated reassignment workflow (Reassignment Notification)?

A:  Call the soldier in to notify him/her that they are on assignment.  Input the appropriate data in the soldier information, print the reassignment notification, and ensure the soldier attends the briefing.  NOTE:  Do not click submit until you have printed the reassignment notification.

RSG7Q:  Can I reschedule a soldier’s reassignment briefing?

A:  Yes.  Click the Schedule Briefing function and change the date or, if the briefing date has passed, you can reschedule through the briefing attendance section.

RSG8Q:  How can I perform an Officer, Warrant Officer, or non-EDAS enlisted assignment?

A:  Click on the HQDA Reassignment selection and fill in the reassignment information.

RSG9Q:  How will I know if a soldier receives a deletion or deferment?

A:  There are two ways:

1. Workflow will be sent to the losing PSC Chief and Battalion S1 Chief.

2. When EDAS has received the information, it will be in the system generated reports.



PROMOTIONS

PROM1Q:  Why am I getting an error message when I select the AAA‑117 or AAA‑294 promotion report?

A:  You will have to change your Internet settings in order to access these reports.  Go to your Internet web page and click on “Tool” then “Internet Options” then the “Advanced Tab”.  Scroll down to “Security”.  Ensure the “Do not save encrypted pages to Disk” is NOT checked.  Save your changes by clicking the “Apply” button and then “OK”.  

PROM2Q:  Will eMILPO generate DA Form 4187s for Junior Enlisted promotions?

A:  No.  eMILPO no longer generates DA Form 4187s for promotion or any other function.  The supporting document for the promotion will be the AAA-117 report signed by the Commander.  The AAA-117 will be kept on file by the promotion authority for 2 years.

PROM3Q:  How do I calculate the SPC allocations for the Battalion roll up?

A:  Select the AAA-117, Promotion Report, then press the “CTRL” key and select all the applicable UICs for the battalion.  Click “OK” and the system will generate the report.

PROM4Q:  How do I promote Basic Training and AIT/OSUT soldiers?

A:  Promote these soldiers using the “Special Category Promotion” function.

PROM5Q:  I just promoted a soldier from PFC to SPC.  Why does eMILPO still reflect the old rank? 

A:  Promotions are timed action functions that process at midnight.  All promotions done in eMILPO will be seen the next day, unless it is a future promotion.  In that case, the promotion is stored in the queue and will process on the effective date.

WORKFLOW

WF1Q:  What is workflow processing?

A:  eMILPO produces task notifications via workflow processing to prompt strength accounting events.  Workflow provides authorized users with automatic notification of task actions, which are actions that a user needs to perform for soldiers within their unit(s).

WF2Q:  What workflow notices are offered by eMILPO?

A:  The following workflow notices are offered by eMILPO:

	Workflow Notice
	Recipient

	Workflow notice is generated 1 days prior to a soldier's departure from his/her current parent unit.
	BN S-1 Chief or Unit Administrator (whichever is encountered first)

	Workflow task is generated when a soldier has not been scheduled for reassignment briefing within 20 days of his/her required report date at a gaining unit.
	BN S-1 Chief  or Unit Administrator

	Workflow task is generated when a soldier does not report to his/her gaining command by the required date (Failure to Gain).
	BN S-1 Chief or Unit Administrator

	Workflow task is generated when a soldier is not slotted to an authorization within 5 days of his/her arrival at a new parent unit.  
	BN S-1 Chief or Unit Administrator

	Workflow task is generated when a soldier is not slotted to an authorization within 5 days of his/her attachment at a unit.
	BN S-1 Chief or Unit Administrator

	Workflow notice is generated when a soldier begins a period of attachment.
	BN S-1 Chief or Unit Administrator

	Workflow notice is generated 7 days prior to a soldiers release from attachment.
	BN S-1 Chief or Unit Administrator

	Workflow notice is generated when a soldier's period of attachment ends.
	BN S-1 Chief or Unit Administrator

	Workflow task is generated when a soldier has not been Dropped from the Rolls of the Army within 31 days of entering AWOL status.
	BN S-1 Chief or Unit Administrator

	Workflow notice is generated when a soldier is denied promotion.
	The user who entered the promotion denial into the system (not based on role)

	Workflow task is generated when a new unit is created.
	Senior System Administrator

	Workflow task is generated when EDAS assignment instructions are received.
	PSC Chief

	Workflow notice is generated when EDAS assignment instructions are screened.
	BN S-1 Chief or Unit Administrator

	Workflow notice is generated when the appropriate administrator for a particular action is not located within a given part of the unit hierarchy.
	Senior System Administrator

	Workflow notice is generated when an “out of balance” condition is detected while processing incoming transactions.
	Senior System Administrator

	Workflow notice is generated when an assignment deferment is received from EDAS.
	BN S-1 Chief or Unit Administrator

	Workflow notice is generated when an assignment deletion is received from EDAS.
	BN S-1 Chief or Unit Administrator

	Workflow notice is generated for Unit Organization Suspense action.
	Senior System Administrator


	Workflow notice for Patient Tracking activity within

the system


	BN S-1 Chief or Unit Administrator 


WF3Q:  How do I know if there is work in my Inbox?

A:  The system displays the Workflow Inbox for the authorized users whose access rights include access to workflow notifications.  If there are pending tasks for the user, the system will display the Workflow Inbox after a successful login, and prior to displaying the eMILPO Main Menu.

WF4Q:  Can I track items processed from the Workflow Inbox?

A:  The View Audit Log function logs the history of a specific workflow task.  The system displays the task subject as read-only and lists all actions that were performed on that task.  The View Audit Log function is a selection in the Workflow Task(s) picklist from within the Workflow Inbox.



SYSTEM ADMINISTRATION

SA1Q:  What level of access does a user with System Administration privileges have in the eMILPO application?

A:  A user with System Administration privileges can only add, modify, remove, and unlock user access or accounts for UIC(s) for which he or she is authorized.  The user will not have visibility of user accounts with UICs that are not under their assigned authority.

SA2Q:  Who has the ability to create a user account?

A:  A user with System Administration privileges for the unit is authorized to approve and create user accounts based on eMILPO security requirements.  The user should have the submitted and approved Access Request Form to complete the necessary data.



**NEW FREQUENTLY ASKED QUESTIONS**

Q:  PA23Q:  At the time of mobilization, are Authorizations based on MTOE/TDA pulled over in addition to the personnel data on the Soldiers?

A:  No, currently only personnel data and not Authorization data is brought into the eMILPO database at the time of mobilization.  However, an initiative to populate the authorization data in eMILPO is being pursued so that Mobilized Units will be able to see their HRAR/UMR.
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